CORPORATE HUMAN RESOURCE PRIVACY OFFICER 
JOB DESCRIPTION
Summary

The Corporate Human Resource Privacy Officer is responsible for the organization's privacy program as it relates to employee and benefit records.

Responsibilities
1. Maintain compliance with federal and state laws related to privacy, security, confidentiality, and protection of information resources. 

2. Serve as a liaison to regulatory and accrediting bodies for matters relating to employee privacy and security. 

3. Collaborate with other designated individuals to ensure that the organization’s policies and procedures relating to privacy and security are developed and implemented for the organization's secured records, regardless of whether these records are stored in traditional hardcopy files or electronically.

4. Monitor all departmental systems development and operations for security and privacy compliance. 

5. Develop, implement and administer a Corporate Privacy Policy and its corresponding procedures to protect the private information of employees.

6. Receive and record any complaints and/or questions related to any aspect of the organization’s Privacy Policy, and then respond to those inquiries, 

7. Develop and implement a training program for the appropriate staff in the organization’s Privacy Policy and Procedures,

8. Ensure that no intimidating, discriminatory, or other retaliatory actions occur against a person who files, testifies, assists or participates in any investigation, compliance review, proceeding or hearing related to a privacy violation or opposed any unlawful act or practice.  Investigate all such allegations.

9. Oversee all corrective action procedures whenever the organization’s Privacy Policy, Confidentiality Agreements or Business Agreements are breached.

10. Establish an internal privacy audit program to ensure compliance to the organization’s Privacy Policy. 

11. Revise the privacy program in light of changes in laws, regulations, or company policy. 

12. Develop procedures for documenting and correcting privacy violations.

Requirements
13. Knowledge and experience in information privacy laws and regulations including access and release of information.  Advanced knowledge of the privacy laws, including Health Insurance Portability and Accountability Act (HIPAA), ADA, FMLA, state laws, etc.

14. Understanding of information technology and security practices. 

PRIVACY REQUIREMENT FOR ALL EMPLOYEES

All employees are required to comply with the organization’s Privacy/Confidentiality Policy.  Failure to abide by these requirements may result in the employee’s immediate termination.
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